ITE213 Exam2 review questions
1. What networking device will filter both inbound and outbound packets?

2. What is odd parity?

3. What is even parity?

4. What is Longitudal parity check?

5. What is STDM Multiplexing?

6. What is frequency division multiplexing?

7. What is Time division multiplexing?

8. What is the difference between UDP and TCP protocol?

9. What is Ethernet?

10. What is Token ring networks?

11. What is a self healing token ring network?

12. Be able to identify the differences between class A, B, and C IP licenses?

13. What are non routable IP addresses?

14. What is DNS?

15. What is DHCP?

16. What is the difference between a switch, hub and router?

17. When configuring a computer on a network identify the following

a. Gateway

b. Subnet Mask

c. DNS server

18. With firewalls, what is the DMZ?
19. What is Round Robbins scheduling?

20. What is CRC error checking?

21. Is it a good idea to run software or services at elevated user privileges?  Why or Why not?

22. Give 2 great examples of password policies used in a network.  Explain each.

23. What is a sliding window protocol?

24. What is NAT?

25. What are non routable IP’s?  Give an example in class A, B and C licenses.

26. What is IP sec?

27. What is a subnet?

28. What is a broadcast address?

29. What is a multi cast address?

30. What is the difference between multicasts and broadcasts?

31. What may cause transmission errors in both frames and packets?

32. What is a checksum?

33. What is the difference between Vertical and Burst Errors?

34. What is the star topology?

35. What is the Bus topology?

36. What is the ring topology?

37. Explain the benefits and disadvantages of each topology defined in questions 34-36.

38. What is the difference between CSMA/CD and CSMA/CA networks?

39. What is 802.11?

40. What is Apple Talk?

41. With packets, explain what sequence numbers are used for.

42. How can lost packets be detected on a network?

43. What are replay errors?

44. What is data overrun?

45. How can network congestion be avoided in a network?

